Make your home a cyber secure stronghold

1. Don't lose anything
   - Back up your data and run regular software updates.

2. Secure your devices
   - Secure electronic devices with passwords, PIN or biometric information.

3. Disconnect
   - Don't use the same computer for work and leisure. If you don't have another computer, try creating a different user on the system with limited permissions (guest).

4. Make it hard
   - WiFi: always change the default router password.

5. Protect yourself
   - Install antivirus software on all devices connected to the internet.

6. Protect your data
   - Review the privacy settings of your social media accounts.

7. Keep your apps up-to-date
   - Review your apps’ permissions, update them and delete those you don't use.

8. Manage your passwords properly
   - Choose strong and different passwords for your email and social media accounts. Use password managers.
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